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New challenges or
old challenges in new disguise?
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• Designing a concept
• Fast
• In the eye of the public
• Trustworthy

• Developing a reliable solution
• Managing a nationwide rollout
• Achieving a widespread “buy-in”
• Keeping up with user reactions
• Clarifying, what can be achieved – and what not?
• Handling misunderstandings and disappointment
• Maintaining trust in a highly emotional setting



A socio-economic analysis of the 
German Corona-Warn-App
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• Study funded by the Goethe-Corona-Fonds

• Research questions:
1. Which factors determine the use of 

the German Corona-Warn-App?
2. Do users and non-users of the 

Corona-Warn-App differ in
political beliefs and personal characteristics?

• Study design: Representative longitudinal study with 
1000 German users and non-users of the app 
(t1 December 2020, t2 April or May 2021)
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Keeping essential communication up
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• For teaching and learning
• Scaling up to university lecture sizes 
• Understanding where user (student) data are 

flowing
• Do we have sovereign solutions for day-to-day 

needs?

• A nice (engineering) example:
• https://bbb.tbm.tudelft.nl/b
• Was originally
• https://bbb.surfcloud.nl/b

https://bbb.tbm.tudelft.nl/b
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Keeping essential communication up
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• Tobias Fiebig (TU Delft) via CyberSec4Europe
• Nicely documented in:

• The book of YES and the book of NO: 
Between governance and engineering in 
times of crisis

• http://videolectures.net/EGOV2020_fiebig_
governance_and_engineering/
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• Organised by the 4 pilots

• CyberSec4Europe

• CONCORDIA

• ECHO

• SPARTA

• Keynotes

• Rasmus Andresen, MEP

• Wojciech Wiewiórowski, 

EDPS

• Andreas Könen, EU 

German Presidency

• Khalil Rouhana, EC
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Meet the
Cyber Competence Network 



13

Meet the
Cyber Competence Network 

• Focus groups
• JRC Cybersecurity Atlas
• Communications 
• Education 
• Cyber Range
• Threat Intelligence 

(Finance Sector) 
• Roadmapping 
• Governance 

• 4 pilot sessions
• Online
• Register for free at

https://cybercompetencenetw
ork.eu/convergence/



Special thanks to

 David Harborth

 Sebastian Pape

 Tobias Fiebig
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